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FINANCIAL MONITORING OF PAYMENT CARD TRANSACTIONS

The relevance of determining the impact of international standards on the development of financial investigations is
determined by the need to build an effective financial monitoring system and improve the effectiveness of coordination
of the activities of financial monitoring entities, in particular, at the state level.

The aim of the study is to develop theoretical provisions and practical skills to determine the essence of financial
monitoring and development of the direction of financial investigations to counter money-laundering and the financing

of terrorism.

It has been established that cash is widespread in criminal money laundering schemes. In the context of a sufficiently
large amount of cash in the economy, which is used on a scale taking into account the nature and specifics of their activities,
identifying and combatting money-laundering of criminal proceeds using cash is a difficult task.

Given the constant introduction of legislative restrictions and increased control of the financial system by public
authorities, intruders are developing new or improving existing money laundering schemes, aiming to give illegal financial

transactions the most legal appearance.

At the same time, both at the level of public authorities and at the level of primary financial monitoring entities, new
methods and approaches to identifying money laundering schemes are constantly being introduced and improved.
The organization of financial investigations has become more important since the introduction of international FATF

standards.

Key words: The State Financial Monitoring Service, «dirty» money, money laundering, Financial Action Task Force,

cash.

Problem setting. The relevance of determining the
impact of international standards on the development of
financial investigations is determined by the need to
build an effective financial monitoring system and
improve the effectiveness of coordination of the
activities of financial monitoring entities, in particular,
at the state level.

The object of the research is the economic relations
that arise between financial institutions, subjects of state
and primary financial monitoring, initiators of financial

transactions and recipients of funds in the processes of
prevention and countermeasures against the legalization
of proceeds obtained through crime.

The subject of the study is the potential for the
formation of professional and personal competencies in
the field of financial monitoring and the skills of subjects
of primary financial monitoring in relation to payment
cards.

The research assumes the need to solve the following
tasks:
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Consider the regulatory and legal support of
financial monitoring in Ukraine in the context, in
particular, of the implementation of FATF international
standards;

Decide on actions to reduce the risks of money
laundering and terrorist financing;

Analyze methods and mechanisms of money
laundering and terrorist financing;

Determine the risks of using financial institutions to
launder proceeds obtained through crime, which must be
taken into account when conducting operations with
payment cards.

Analysis of resent researches and publications.
Problems and prospects for the development of the
national financial monitoring system in Ukraine are
reflected in the works of many scientists, in particular,
S.A. Dmitrova [1], N.Ya. Dondika [2], O.1. Zhabynets
[3], A.V. Ezhova [3], V.V. Kovalenko [4], [.V. Kolomiets
[5], G.M. Krip [6], N.V. Moskalenko [7], S.A. Sinyansky
[8] etc.

The basis of the legislative framework in the field of
preventing and combating the legalization of proceeds
of crime or the financing of terrorism are: FATF
International Standards [9], the Law of Ukraine «On
Prevention and Counteraction to the Legalization
(Laundering) of Proceeds from Crime, Financingof
Terrorism and Financing of Proliferation of Weapons of
Mass Destruction» [10] and other regulations of state
entities of primary financial monitoring.

In modern international financial and economic
conditions, characterized by instability of the
macroeconomic situation, a high degree of uncertainty
andrisk, the importance of financial monitoring tools
increases significantly. Antilegalization directions of
management activities of different subjects are a trend
in the development of the economy, not just financial
markets.

Financial monitoring is close to the concept of
financial control, and is also directly related to financial
investigations for financial transactions.

These issues have been actively investigated
recently, so they have influenced the choice of the topic
of research.

The modern importance of the financial intelligence
unit in Ukraine.

The State Financial Monitoring Service of Ukraine
is the central executive body authorized to implement
state policy in the field of combating money laundering
and terrorist financing, whose activities are directed and
coordinated by the Cabinet of Ministers of Ukraine.

In accordance with the tasks set, The State Financial
Monitoring Service of Ukraine collects, processes and
analyses information on financial transactions subject to
financial monitoring and other operations related to
income laundering [11, 12].

The State Financial Monitoring Service of Ukraine
has extensive international cooperation with financial
intelligence units of other countries, providing
opportunities for the development of financial
investigations, during which mutual exchange of
information was carried out.

Meanwhile, the State Financial Monitoring Service
was established as a financial intelligence unit — a new
type of state body designed to counter money laundering
and the financing of terrorism, and it does not have a
«full cycle» of financial investigation processes to
identify the facts of money laundering, but carries out a
significant pre-trial part of the stages of countering
laundering.

The financial monitoring system consists of two
levels — primary and state. The subject of primary
financial monitoring must [10]:

To identify, verify the person carrying out a financial
transaction subject to financial monitoring;

To ensure the detection and registration of financial
transactions that are subject to financial monitoring in
accordance with the law;

To provide the Authorized Body (The State Financial
Monitoring Service ofUkraine) with information on the
financial transaction subject to financial monitoring;

To assist employees of the Authorized Body in the
analysis of financial transactions subject to mandatory
financial monitoring;

Provide, according to the legislation, additional
information at the requestof the Authorized Body
related to financial transactions that have become the
object of financial monitoring, including constituting
bank and commercial secrets upon request;

Assist the subjects of state financial monitoring in
the analysis of financial transactions subject to financial
monitoring, and therefore, the implementation of
procedures for preventing and countering money
laundering and terrorist financing.

The target of the research. Consideration of the
new requirements of the European anti-money
laundering legislation regarding the level of control
over financial transactions, in particular, with payment
cards.

Articles main body. Modern legislation of Ukraine
is aimed at ensuring the implementation of the provisions
of international standards in the field of countering
money laundering and combating the financing of
terrorism [9], which was adopted takinginto account the
proposals to the national legislation of experts of the
Group on the Development of Financial Measures to
Combat Money Laundering and the Financing of
Terrorism (FATF).

Analysis of new legal requirements confirms that the
development of the regulatory framework provides for
a number of innovations in the work of the financial
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monitoring system, both domestic and international
counteraction to laundering of “dirty” money.

With regard to the development of financial
investigations, the new legislation provides opportunities
for a more detailed definition of actions to analyse
possible procedures for legalization (laundering) of
income, and therefore the development of financial
investigation technologies.

Introduction and further development of the national
risk assessment of the financial monitoring system,
which provides for a system of measures carried out by
subjects of state financial monitoring (authorized
bodies of state power) withthe involvement of other
subjects of financial monitoring (if necessary) in order
to determine (detection) the risks (threats) of legalization
(laundering) of proceeds from crime, provides a
significant basis for the organization and conduct of
further financial investigations.

The application of a risk-based approach to financial
monitoring procedures should strengthen the
responsibility of persons to counter potential money
laundering by both individuals and business entities.

Improved legislative aspects affect the quality of
investigation of crimes on the legalization (laundering)
of proceeds of crime, in particular on the jurisdiction of
legalization crimes, strengthening of financial control
over the activities ofpublic figures, improvement of
procedures for suspending financial transactions.
Procedure for preventing and countering money
laundering.

Significant changes to prevent income legalization
are related to the definition and reduction of thresholds
for cash transactions and international transfers, as well
as the functions of primary financial monitoring entities,
to whichthe obligations not only to identify entities, but
also to verify and verify theultimate beneficial owner
have been added.

Analysis of resent researches and publications
shows that 1991adopted the first version of the FATF’s
Forty Recommendations on an internationalprogram to
combat the use of the financial system for money
laundering.

Then they were revised several times, and in 2012
they already turned into international standards with 40
positions.

Forty recommendations of international standards
[13] are the basis of provisions on combating money

laundering, they are constantly being improvedand
intended for application by all countries. The FATF
international recommendations allow States to show
some flexibility in their implementation, taking into
account the peculiarities of the national legal system, in
particular, this applies to Ukraine.

But there are countries that slowly or do not
introduce these international standards at all, so
according to FATF decisions on their scale they are in
certain spears regarding the level of compliance.

Despite its legally optional nature, FATF
international standards have had asignificant impact on
the development of international cooperation and the
formation of the foundations of national anti-legalization
systems both in FATF member states and in many other
countries.

The system of self-assessments and mutual
assessments played an important role in the dissemination
and effective implementation of international standards.

The revision of international standards takes into
account the experience of countries, as well as changes
in the methods and methods of laundering funds studied
during financial investigations and countering relevant
crimes.

FATF international standards cover the following
main sections [14]:

Criminal prosecution of persons related to money
laundering, including interim measures and confiscation
of criminal proceeds;

Measures taken by financial institutions to prevent
money laundering;

Institutional activities, including the establishment
of financial intelligence units, as well as legal and
material support for the activities of law enforcement
and supervisory authorities.

International cooperation in the field of countering
money laundering, including in the exchange of
information between the competent authorities. The key
is the first standard — the introduction of a risk-based
approach in the anti-legalization sphere.

The main element in combating money-laundering
and the financing of terrorism is to ensure that the
systems of ongoing countries are monitored for their
compliance with the requirements of international
standards.

Table 1 presents the structure of international FATF
standards [13, 15].

Table 1. Structural components of international standards

Legal systems

International cooperation

Content of the criminal offense ofmoney laundering

Mutual legal assistance

Preventive measures

Extradition

Confiscation

Other forms of international cooperation
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FATF international standards

Measures of subjects of primary financial monitoring to
prevent money laundering and terrorist financing

Institutional measures of anti- legalization direction and
fight against terrorism

Customer due diligence rules

Development of competent bodies,their powers and
resources

Information storage requirements

Transparency of legal entities

Notification of suspicious transactions

Determination of ultimate beneficial owners

Ukraine is constantly under the attention of
international organizations on this issue, in particular the
Council of Europe. Mutual assessment of the level of
development of financial measures to combat money-
laundering is a necessary mechanism to ensure the
effective implementation of FATF international
recommendations by all countries.

As can be seen from Table 1, there are certain
prerequisites for the implementation of international
standards and measures to implement them directly.

To implement another 40 FATF recommendations in
1995, an informal association of national agencies
performing financial intelligence functions was
established, which was called the Group of Financial
Intelligence Units «Egmont», an international

organization uniting professional practitioners for the
developmentof international cooperation in the field of
anti-legalization struggle [16].

The creation of anti-legalization legislation is a
matter of national security. Laundering of proceeds of
crime is not only a socially dangerous act, but also a
systemic threat to financial markets and the national
economy as a whole [17].

The primary financial monitoring entity must
identify the person carrying out financial transactions.
on the basis of the originals providedor duly certified
copies of documents.

Table 2 provides a list of documents necessary to
identify persons performing monetary transactions, in
particular with payment cards [16].

Table 2. List of documents for identification of persons for financial transactions

Identlﬁcatlon Person’s status
byresidence
status Individuals Entities
Last name, first name, date of birth, series and Name, legal address, documentsconfirming state
number of passport (or other identity document), |registration (including founding documents,
date of issue and thebody that issued it, place of |information on officials and their powers, etc.),
residence, identification numberaccording to the |identification code according to the Unified State
Resident State Registerof natural persons — taxpayers and | Register of Enterprises and Organizations of

other mandatory payments

Ukraine, detailsof the bank in which the account
is opened, and the bank account number

Surname, first name, patronymic (if any), date
ofbirth, series and number of passport (or other

The full name, location anddetails of the bank
where the account isopened, and the bank

Non-resident
temporary stay

identity document), date of issue and issuing
authority, citizenship, place of residence or

account number. The subject of primary financial
monitoring is also provided with a copyof a
legalized extract from the trade,bank or court
register or a notarizedregistration certificate of
the authorizedbody of a foreign state on the
registration of the relevant legal entity

As can be seen from Table 2, the list of identification
features is wide.

If there is a representative of a person in need of
identification, the subject of primary financial monitoring
is also obliged to identify the person on whose behalf the
financial transaction is carried out or is the beneficiary.

Before or after the financial transaction, the primary
financial monitoring entity finds out the possibility of
classification as a financial transaction subject to
financial monitoring. When identifying and studying the

client’s financial activities, the most common
phenomenon is to interview the client through the
preparation of a questionnaire. According to the general
rules, the questionnaire (or questionnaire) is an internal
document of the subject, which is filled in and signed by
an employee authorized to carry out identification [18].

The questionnaire can be formed several times:
based on the results of identification and study of the
client’s financial activities before, during and in the
process of customer service. The questionnaire (quiser)
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must contain all the necessary information, in particular
regarding the notification of the financial transaction
submitted to the State Financial Monitoring Committee,
in cases established by law.

The subject of primary financial monitoring on the
basis of a survey conducted during identification has the
right to refuse to carry out a financial transaction. This
can happen when signs of a suspicious nature and
subject to financial monitoring are identified.

As part of the survey, the primary financial
monitoring entity is obliged to carry out risk
management taking into account the results of
identification, verification and study of the client and
financial services provided to the client, analysis of
operations carried out by him and their compliance with
the financial condition and content of activities.

Assessment of clients’ risks by the subject of
primary financial monitoring is carried out according to
the relevant criteria, in particular by the type of client,
the geographical location of the state of registration of
the client or the institution through which he transfers
(receipt) assets, and the type of goods, services that the
client receives from the subject of primary financial
monitoring [19].

Based on the analysis of the Criteria for the risk of
legalization (laundering) of proceeds of crime or
financing of terrorism [20] the client’s risk profile is
determined.

For a more detailed analysis, it is necessary to find
out all the related facts and circumstances. To this end,
it is necessary to consider the ways of organizing and
stages of the «dirty money» laundering process.

The procedure of money laundering is carefully
developed by the participants in crimes, for a more
intricate technology it consists of many stages, and each
of them can have its own characteristics and distinctive
features.

The most common model of the money laundering
process is presented by the international organization
FATF (Financial Action Task Force). According to it, the
legalization process can be divided into three stages
(stages): placement, stratification (camouflage) and
integration.

Determining the potential risk of laundering criminal
proceeds towards the client is an essential part of the
financial monitoring system. Each financial institution,
in particular the bank, on the basis of its internal criteria,
must assess the client to create his risk profile. This
process takes place at the stage of its identification
through a questionnaire.

In accordance with Article 23 of the Law of Ukraine
«On Payment Services» [21, 22], payment service
providers, in particular, banks that are subjects of
primary financial monitoring (SPFM), are obliged to
carry out measures of proper verification of the client in

accordance with the requirements of legislation in the
field of prevention and combating the legalization
(laundering) of proceeds of crime, financing of terrorism
and financing of the proliferation of weapons of mass
destruction.

The result of the general assessment of the client’s
SPFM risk according to certain criteria on the basis of
signs of risk is the establishment of the level of risk.

Banks start the risk assessment process with a
questionnaire when establishing a business relationship
with the client.

The main regulatory documents for the prevention
of money laundering obtained by criminal means, on the
basis of which internal regulatory documents and
policies JSC have been developed, are the special
legislation of Ukraine, the Regulation on the
implementation of financial monitoring by institutions
[23]; Recommendations of the Financial Action Task
Force on Money Laundering (FATF); Wolfsberg Group
Standards.

Domestic rules, procedures and policies are updated
in accordance with national legislation and best
examples of international practice. When conducting
transactions with payment cards, all data entered in the
questionnaire has the status of bank secrecy and cannot
be used or distributed without the knowledge and
consent of the client, except in cases provided for by the
legislation of Ukraine. It includes personal data: Social
status: Address and Contacts: Information about the
identification document: It is possible to use a trustee,
his personal and identification data is also indicated.
Conducting professional activities, belonging to
politically significant persons, their family members or
related persons. The purpose and nature of future
business relations with the bank are determined: Sources
and volume of receipt of funds and other valuables to
accounts Information on the financial condition on the
scale. Information on belonging to U.S. tax residents (In
order to comply with the requirements of the United
States of America Foreign Account Tax Requirements
Act). The questionnaire is signed by hand.

The risk-based approach does not change or mitigate
the requirements of current legislation in the field of
preventing and combating the legalization (laundering)
of proceeds of crime and the financing of terrorism, but
is aimed at identifying those who are trying to legalize
criminal proceeds or finance terrorism through SPFM
and prevent their activities.

Placement is the initial stage of money laundering,
during which cash is physically placed in financial
institutions (banks, credit unions, pension funds) through
non-financial sector institutions (bars, restaurants, hotels,
antique and jewelry stores), as well as in institutions
related to the entertainment industry, automotive
business and retail trade. Consequently, in the process of
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placement, illegal income turns into liquid assets, and
this is where they are the easiest to identify.

The second stage. Stratification or disguise is a
rupture of illegal income and its sources due to the use
of financial transactions aimed at transforming these
income. Through the third stage — integration, it is the
legalization of income.

Some operations are considered as an example of
financial investigations.

There are features of transactions with securities that
can be used for money laundering [24].

Such legalization mechanisms may involve
employees of a financial institution who provide
inaccurate information to obtain a loan, so the bank’s
financial monitoring service should carefully check
such operations, strengthen the compliance service
[25].

Separately, there are some special schemes of
«laundering» of funds at the international level, for
example, «hawala» (this is money laundering in the
«golden triangle» (Thailand, Burma, Laos) [26].

The State Financial Monitoring Service of Ukraine
actively cooperates with leading international
organizations and institutions involved in or contributing
to financial investigations; FATF, regional organizations
such as FATF — Council of Europe Committee of Experts
on the Assessment of Measures to Counter Money
Laundering and Financing of Terrorism, which
constantly monitors the implementation of international
standards in Ukraine, the Egmont Group of World
Financial Intelligence Units, the Organization for
Security and Cooperation in Europe (OS) and others
[27].

The development of international trade between
countries, including in Ukraine, plays an important role
in the economic development of countries and is a
powerful factor in economic growth, while there may be
risks of money laundering [28]. They cover a significant
part of total international trade, as it is difficult to
exchange customs information between countries; there
are difficulties associated with the exchange of foreign
currency necessary for international trade.

Traditional forms of criminal activity can be sources
of illegal income that are legalized through foreign
economic transactions, as well as income from misuse
of state budget funds and state borrowings [28]. Part of
the exported shadow capital may later be returned to the
country in the form of foreign investments aimed at
supporting and expanding the legal income-generating
business. A significant part of such operations are carried
out through offshore zones.

A wide range of such operations are export-import
operations [29], in particular, the transfer of funds
abroad on the basis of fictitious import contracts, export
at low prices, export of products unusual for the main

activity of the enterprise under commission contracts
(«atypical» export), etc.

These schemes most often involve «shell
companies», both domestic legal entities and non-
resident companies, whose activities are controlled by
citizens of Ukraine, and foreigners whose registration is
carried out in order to create only the appearance of
financial and economic activities [29].

A common mechanism is to conduct export
operations at inflated prices using imitation of the
production of exported goods [29].

Wide risks are the use of actions to launder criminal
proceeds. A significant number of technical shares are
being traded on the securities market of Ukraine. They
have no value, as they are mainly issued by bankrupt
enterprises. Due to the discrepancy in the cost of
purchase and sale, stakeholders optimize taxation or
manipulate the amount of capital [30].

In Ukraine, two-thirds of the shares of enterprises
established in the process of privatization can be
considered «technical», while in world practice they
consider such shares with no system of securing the
issuer’s obligations and ultra-high risks.

Changes in the legislation on the existence of shares
exclusively in non- documentary form reduced the risk
of using them to manipulate capital outflows, but left the
possibility of circulation of issuers’ shares with signs of
fictitiousness. Meanwhile, the National Securities and
Stock Market Commission [31] should strengthen
control over such shares from the point of view of
financial monitoring.

As for the typologies related to money laundering,
which should be taken into account by primary financial
monitoring entities, the State Financial Monitoring
Committee gives another example of securities
transactions.

The investigation technique is given in the order of
the State Financial Monitoring Committee of December
20, 2007 No. 230 on the Typology of Legalization
(Laundering) of Income Received as a Result of
Financial Transactions with Illiquid Securities [32].

The technique of investigating money laundering in
the securities market is similar to conducting
investigations in other areas. But at the same time, the
investigation of money laundering in this area requires
special methods due to existing specific features, such
as: - a significant number of transactions and financial
transactions with securities can be concluded very
quickly and in a short period of time (or for a large
amount); - there is a high probability of “mixing” of
clean and dirty funds; - insider operations/manipulation
of the securities market and predicate sin are closely
connected together. Among the main stages of the
investigation are the following: 1. obtaining primary
(«rawy) data; I1. Suspicion, decision-making to conduct
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an investigation; III. Analyses: 3.1. Building schemes of
operations, establishing a circle of participants; 3.2.
collection of additional information; 3.3. Identification
of discrepancies. IV. Preparation of materials confirming
suspicions.

Transactions related to the provision of funds under
the guise of a loan or repayable financial assistance
acquire fairly broad practice, thus creating the
appearance of fully legal and ordinary commercial
transactions, and thus giving the appearance of legality
the sources of funds derived from daily business
activities.

The term of agreements on the provision of
commercial loans or financial assistance has no time
limits, by the time the date of repayment of the debtor’s
obligations will no longer exist, as the debt holder
itself.

Specially authorized body, authorized bodies of state
power with the involvement of other subjects (if
necessary) take part in the national risk assessment of
financial monitoring in accordance with the Law of
Ukraine «On Prevention and Combatting the
Legalization (Laundering) of Proceeds from Crime,
Financing of Terrorism and Financing of Proliferation of
Weapons of Mass Destruction» [10], The national risk
assessment is carried out systematically, but at least
every three years. Specially authorized body responsible
for conducting national risk assessment.

The national risk assessment is carried out taking
into account, inter alia, the requirements of the
recommendations and documents of the Financial Action
Task Force on Money Laundering (FATF), the provisions
of reports and recommendations on assessing the risks
of money laundering or financing of terrorism by the
European Commission, other international analytical
reviews, reports and recommendations on issues related
to the national risk assessment.

Collection, processing and analysis of information
on the results of the activities of financial monitoring
entities, other state bodies involved in the work of the
system of prevention and counteraction, approval and
publication of the results of the national risk assessment
and implementation of measures based on its results are
carried out in accordance with the procedure established
by the Cabinet of Ministers of Ukraine together with the
National Bank of Ukraine.

Sources of information necessary for the national
risk assessment are, inter alia, comprehensive
administrative reporting in the field of prevention and
counteraction, analytical reviews and certificates of
participants in the national risk assessment, responses
of participants in the national risk assessment to the
questionnaires of a specially authorized body, Results
of selective analysis of court decisions in criminal
cases, results of scientific research, results of public

opinion research, as well as reports of the European
Commission on the identification, analysis and
assessment of risks of legalisation (laundering) of
proceeds of crime and/or financing of terrorism at the
level of the European Union and recommendations of
the European Commission on measures acceptable to
eliminate certain risks.

Powers of state bodies to ensure international
cooperation in the field of prevention and counteraction
and the procedure for their implementation.

Two National Risk Assessments have been
conducted in Ukraine, and the third report on the
National Risk Assessment in the field of financial
monitoring will be completed in 2022.

A specially authorised body, subjects of state
financial monitoring, other public authorities and law
enforcement agencies prioritise international cooperation
taking into account the results of the national risk
assessment.

Conclusions. The topic of financial monitoring is
extremely relevant, in particular, during martial law.
When researching, it is important to focus on financial
transactions, in particular, with bank payment cards and
cash transactions. For consumers of financial services, it
is necessary to form the necessary competences
regarding the prevention and countermeasures against
the legalization of income obtained through criminal
means.

It has been established that cash is widespread in
criminal money laundering schemes. In the context of a
sufficiently large amount of cash in the economy, which
is used on a scale taking into account the nature and
specifics of their activities, identifying and combatting
money-laundering of criminal proceeds using cash is a
difficult task.

Given the constant introduction of legislative
restrictions and increased control of the financial
system by public authorities, intruders are developing
new or improving existing money laundering schemes,
aiming to give illegal financial transactions the legal
appearance.

At the same time, both at the level of public
authorities and at the level of primary financial
monitoring entities, new methods and approaches to
identifying money laundering schemes are constantly
being introduced and improved.

The organization of financial investigations has
become more important since the introduction of
international FATF standards.

The ability to solve complex tasks and problems in
the field of professional activity in financial
investigations and in the process of training in financial
monitoring is formed through the expansion of
awareness of international standards in financial
monitoring.
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BHYKOBA HATAJIISI MUKOJIAIBHA

JIOKTOP €KOHOMIUHUX HayK, rpodecop,
npoBinHUi HaykoBui ciiBpoOiTHHK HJII mpaBoBoro 3abe3nedyenHs innoBauiiHoro po3sutky HAIIpH
VYkpainn, npodecop XapkiBChKOT0 HAI[IOHATHHOTO €KOHOMIYHOTO yHiBepcuteTy iMeHi Cemena Kysners

ABAHECSH B’STYECJIAB AHJIPIMOBUY

Marictp XapKiBChbKOTO HalllOHAJILHOTO €KOHOMIUHOTO YHIBEPCUTETY
imeHi Cemena Kyszuers

®ITHAHCOBHUI MOHITOPUHT OIEPALIN 3 INIATIKHUMHW KAPTKAMHU

IMocranoBka npodsieMn. Y cydacHUX MDKHAPOTHHUX (PiHAHCOBO-EKOHOMIYHHX YMOBAX, IIO XapaKTEPU3YIOThCS He-
CTabITBHICTIO MAKPOCKOHOMIYHOT CHUTYyaIlii, BHCOKHM CTYIIEHEM HEBH3HAYCHOCTI Ta PU3UKY, 3HAUCHHS 1HCTPYMEHTIB
(hiHAHCOBOTO MOHITOPUHTY 3Ha4YHO 3pOCTaE. AHTHIIETali3alliifHI HAPSIMKH TOCIIOAAPCHKOT MISUTBHOCTI Pi3HUX Cy0’€KTIB
€ TCHJICHITI€I0 PO3BUTKY €KOHOMIKH, a HE TIIbKHU (DiHAHCOBUX PUHKIB. DiHAHCOBHI MOHITOPUHT OMU3BKHUN IO TOHSTTS
(hiHAHCOBOTO KOHTPOITIO, a TAKOXK Oe3MmocepeIHkO OB’ I3aHU 3 IHAHCOBUMH PO3CIiTyBaHHAMH (DiHAHCOBUX OTIEparliil.
L1i muTaHHs OCTaHHIM YaCOM aKTHBHO JOCIIKYIOThCS, TOMY BILTHHYJIM HA BUOIP TEMH JOCIIKSHHS.

Merta crarTi. MeToro CTarTi € po3IIsil HOBUX BUMOT €BPONEHCHKOI0 3aKOHOAABCTRA 100 OOPOTHOH 3 BiIMHUBaHHIM
I'pOIIIeH MO0 PIBHSI KOHTPOJIO (PiHAHCOBUX OIEpaIlii, 30Kpema, 3 IIaTi>KHUMU KapTKaMH.

AmnHani3 ocranHiX AocaiTKensb i myomikamiii. [IpoGnemu Ta mepcneKTHBY pO3BUTKY HalliOHAJIBHOI cUCcTeMH (iHaH-
COBOTO MOHITOPHHTY B YKpaiHi BimoOpaxeHi B mpausx 0ararbox HaykoBIiB, 30kpema C.A. JIMutposa,
H.A. Houauka, O.1. XKabunens, A.B. €xoBa, B.B. Kosanenko, [.B. Konmomiens, I'M. Kpumn, H. B. Mockanenko,
C.A. CUHSHCBKOTIO Ta iH.

Buxuian ocHoBHOTO Martepiasy. BcraHOBIIEHO, 1110 TOTIBKA IIMPOKO MOLIMPEHA B 3JI0YNHHMX CXEMax BiJMHBAHHS
rpomieil. B yMoBax 1oCTaTHRO BETMKOTO OOCATY TOTIBKM B €KOHOMIII], sIKa BHKOPHUCTOBYETHCS B MACIITa0ax 3 ypaxyBaH-
HSIM XapakTepy Ta crenu(iky iX TisUTbHOCTI, BUSBICHHS Ta MPOTH/Iis BIIMABAHHIO 3JIOYMHHUX JOXO/IIB 3 BUKOPHCTAHHIM
TOTIBKH € CKJIQJIHUM 3aBJIaHHSM.

OcHoBy 3axoHOMaBUO{ 0a3u y cepi 3amobiranasg Ta MPOTHIT Jierajizarii (BiIMUBAHHIO) JOXO/IB, OJEPKAHUX 3J10-
YHHHHUM IIUISIXOM, Ta (PiHaHCYBaHHIO TEPOPH3MY CKIIanaloTh: MibkHapoaHi crannapti FATF, 3akon Ykpainu «IIpo 3armo-
OiraHHs Ta IPOTUIFO Jeraiizamii (BiIMUBAaHHIO) JOXO/IB BiJl 3IOYMHHOCTI, (JiHAHCYBaHHS TEPOPH3MY Ta (hiHAHCYBaHHS
PO3TOBCIOKEHHS 30p0i MAacOBOTO 3HMIICHHM» Ta 1HIII HOPMAaTHBHO-IIPABOBI aKTH JEPKaBHUX Cy0’€KTiB IIEPBHHHOTO
(iHAHCOBOTO MOHITOPHUHTY.

AHaJtiz HOBHX BHMOT' 3aKOHO/IaBCTBA IIATBEPUKYE, [0 PO3BUTOK HOPMATHBHO-IIPABOBOI 0a3u mependadae HU3KY
HOBalil y poOOTi cucTteMn (piHAHCOBOTO MOHITOPHHTY SK BHYTPIIIHBOTO, TaK 1 MIXKHAPOAHOTO TPOTHAI] BIIMHBAHHIO
«OpYIHHUX» TPOLIEH.

o crocyeTbest po3BUTKY (piHAHCOBUX PO3CIIiTyBaHb, TO HOBE 3aKOHOAABCTBO HAIAE MOMKIMBOCTI ISt OLIBIII 1eTab-
HOTO BU3HAYCHHS JiH MO0 aHATi3y MOKIUBUX MPOIEAyp Jeranizamii (BiqMUBaHH:) JOXOIIB, a OTXKE, PO3BUTKY TEXHO-
JoTii IHAHCOBHX PO3CIIiyBaHb.
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3anpoBapKEHHS Ta MOJAJBIINKA PO3BUTOK HAlliOHAIBHOI OIIHKK PU3MKIB CUCTEMH (DiHAHCOBOTO MOHITOPHHTY, sIKa
nependavae CUCTEMY 3aXO/1iB, L0 3/IICHIOIOTHCS Cy0 €KTaMU JIEPIKaBHOTO (hiHAHCOBOTO MOHITOPUHTY (YITOBHOBa)KECHH-
MU OpraHaMH JIEp>KaBHOI BJaJH) i3 3aJly4eHHSIM IHIINX Cy0’€KTIB (JiHAHCOBOTO MOHITOPUHTY (32 MOTpeOH) 3 METOIO
BU3HAUYCHHs (BUSIBJICHHS) PU3UKIB (3arpo3) Jieraiizaiii (BiAIMUBaHHS) HOXO/IB, OJIEPXKAHUX 3JIOYMHHUM LUISXOM, Ja€
BaroMme MiAIPyHTS ISl opraHi3anii Ta mpoBeACeHHs MOAANBIINX (DIHAHCOBUX PO3CIIiIyBaHb.

3acTocyBaHHS PU3MK-OPI€EHTOBAHOTO IMiIXO/Y 10 Mpoueayp (hiHaHCOBOTO MOHITOPUHTY Ma€ MOCHIIUTH BiJIIOBIIaIb-
HICTB 0Ci0 3a MPOTHII0 MOXKIIMBOMY BIZIMUBAHHIO KOIITIB SIK (DI3MYHUMHU 0CO0aMH, TaK i Cy0’€KTaMM TOCIOapIOBAHHSI.

VIOoCKOHAJICHHST 3aKOHO/IaBYMX aCTIEKTIB BIUIMBAE HA SKICTh PO3CIIAYBaHHS 3JI0YMHIB 3 Jieramizaiii (BiAMHUBaHH)
JIOXOJ1iB, OJIep KaHHX 3JI0YMHHUM HIISIXOM, 30KpeMa II0J10 TiJICIIAHOCTI 3JI0YHHIB 3 Jieraji3aii, mocuiaeHHs (hiHaHCOBO-
T'O KOHTPOJIIO 32 JTISUTBHICTIO MyOJIIYHUX 0Ci0, YIOCKOHAJICHHS MPOIEAYp 3YNHHEHHS (JIHAHCOBHX OTIEpalliil.

CyTTeBi 3MiHM 110710 3aro0iraHHs Jieraizalii J0X0AiB CTOCYIOThCS BU3HAYCHHS Ta 3HWKEHHS IOPOTOBHX 3HAYEHb
JUIS OTIepalliii 3 TOTIBKOIO Ta MIDKHAPOHUX MepeKasiB, a TAKOXK (PyHKIIH Cy0’€KTiB IEPBUHHOTO (DiHAHCOBOTO MOHITOPHH-
Ty, Ha SKHX MOKJIaJICHO 00OB’sI3KM HE JuIIe ineHTH ]Ikl Cy0’ €KTIB, a i MEPEBIPKH Ta MEPEBIPKU JIOAAHO KiHI[EBOTO
OcHediliapHOTO BIIaCHUKA.

BucnoBku. BpaxoBytouu rocriiiHe 3anpoBa/KEHHs 3aKOHOaBUMX 0OMEKEHb Ta MOCUIICHHS! KOHTPOJIO 3a (hiHaHCO-
BOIO CHCTEMOIO 3 OOKY JIep)KaBHUX OPraHiB, 37IOBMHUCHUKU PO3POOJISIFOTH HOBI 00 BIIOCKOHAIOIOTH ICHYFOU1 CXEMH BiJI-
MUBaHHSI TPOLIEH, IparHyyy HaJJaTH He3aKOHHUM (hiHAHCOBHM OIepallisiM MaKCUMaJIbHO 3aKOHHOTO BUTIsiy. [Tpu ibomy
SIK Ha PiBHI OpraHiB JIep:KaBHOT BJIaJM, TaK 1 Ha PiBHI Cy0 €KTIB IEPBUHHOTO (hiHAHCOBOTO MOHITOPHHTY ITOCTIHHO BIIPO-
Ba/DKYIOTHCS Ta BJOCKOHAIIOIOTHCS. HOBI METOAM Ta MiIXO/M JI0 BUSIBIICHHS CXEM Jierasli3allii 37I04MHHUX JTOXOIIB.

Korouosi ciioBa: JlepxdiHMOHITOPUHT, «OpYAHD» TPOILI, BIIMUBAHHS I'pOLIEH, Tpyrna (JiHAHCOBHUX 3aXO/1iB MPOTUIII,
I'POIIOBI KOIITH.
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