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Abstact. The verification model for the digital system-
on-chip (SoC) designs is offered. This model is based on 
extending design with software-based code in the form 
of assertions, which allow to essentially decrease the 
design prototyping time. Theoretical statements and 
practical examples, which prove the efficiency of the 
assertions mechanism for solving tasks of the projects 
validation on the system level are listed. 
Keywords: verification, validation, assertion engine, 
PSL.  
1. Introduction  
According to [1] the verification cost of the digital 
devices, designed on the base of ASIC, IP-core, 
SoC technologies, takes up to 70% of the overall 
design cost. Similarly, up to 80% of the project 
source code implements a testbench. Reducing 
these two mentioned parameters minimizes time-
to-market, and this is one of the main problems for 
the world-leading companies in the area of Elec-
tronic Design Automation (EDA). The goal of the 
verification tasks is to eliminate all design errors as 
early as possible to meet the requirements of the 
specification. Passing the error through the subse-
quent design stages (from a block to a chip, and 
later to a system) each time increases the cost of 
it’s elimination. Validation – a higher-level verifi-
cation model – confirms the correctness of the 
project against the problems in the implementation 
of the major specified functionality. 
The goal of this paper is to noticeably decrease the 
verification time by extending the design with 
software-based redundancy – the assertions 
mechanism [2-5], which allows to simply analyze 
the major specified constraints during the device 
simulation process and to diagnose the errors in 
case of their detection. 
To achieve the declared goal it is necessary to 
solve the following problems: 
1. To formalize the assertions-based product veri-
fication process model. 
2. To develop the software components for synthe-
sis and analysis of the assertions for the functional-
ity, blocks and the entire system. 
3. To get experimental confirmation of the benefits 
from using assertions to reduce time-to-market or, 
in other words, to noticeably reduce verification 
and overall design time. 
2. Model of design verification process 

The model of design verification process can be 
introduced as generalized equation LFT =⊕ , or, 
in more detailed form (with the components):  

}L,L,L{}F,F{}T,T{ spfvstw =⊕ ,       (1) 

where }T,T{ tw  – represents operational (working) 
and test stimulus with the expected responses; 

}F,F{ vs  – the main completely specified design 
model and additional model for verifica-
tion/validation; }L,L,L{L spf=  – the lists of 
detected functional violations (conflicting condi-
tions, defects), functional paths and states. 
From the equation (1) we can define, that testing 
verification on the base of a classic testbench 
(HDL-description of test or operational stimulus 
[1,6,7]): 

tsst LFT =⊕ ,                       (2) 
assumes building the checking sequences for the 
detection of all possible defects, or a complete 
testing of the design (block) behavior using the 
specified fault-free model. However, synthesis of a 
complete test for the considered defect class (NP-
complete problem [1]) for each Unit Under Test 
(UUT) is one of the most expensive design stages, 
which involves large time and engineering ex-
penses. If these tests are not supposed to be re-used 
on the level of system integration, the complexity 
of the tests generation might not become profit-
able. The functional verification is cheaper from 
the point of view of single-time additional over-
heads, as it uses only operational stimulus from the 
designer, which are not supposed to be built for the 
final UUT: 

}v,s{wvsw L}F,F{T =⊕ .           (3) 
So, accordingly to (2) and (3), there are 2 possible 
ways to perform the diagnostic experiment upon 
the project models:  

.L}F,F{T)2
;LFT)1

}v,s{wvsw

tsst
=⊕

=⊕
        (4) 

These experiments show noticeable difference 
between the preparation and evaluation time, as the 
generation time of the classic testbench tT  is 
much larger (up to hundred times) than the time to 
prepare the functional stimulus wT . Besides, tT  is 
oriented on 100% defect coverage, which might 
occur during the design and manufacturing proc-
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ess, while wT  is supposed to check only the op-
erational modes, which are listed in the specifica-
tion. So, we may assert, that tw TT ⊆ , but it 
means that the lowered defect coverage has to be 
compensated for the wT . To do it, the number of 
the observed lines (the monitored model paths) 
could be increased. Such extension is actually pro-
vided by the assertions mechanism, which plays a 
part as a model extension, and is compensating the 
relatively low defect coverage of the input se-
quences from wT . “Decreasing the test length by 
increasing number of the observed lines, preserv-
ing the checking sequences quality, should be 
used, when the size of the test is a critical parame-
ter” [8]. 
Let’s estimate the expenses on the preparation and 
evaluation of the model experiment according the 
(4). On the preparation stage engineering cost is 
the major component: 

)]F,F(Q)F(Q[&)]T(Q)T(Q[ vsswt ≈>> , assum-
ing that )F(Q)F(Q vs >> . On the experiment stage 
computation cost is the largest portion: 

}F,F{T(Q)FT(Q vswst ×>>× . Hence we can de-
fine the efficiency of the assertions-based method 
relatively to the classic testbench-based verifica-
tion as: 

)]F(Q)F(Q[)T(Qk)F(Q)F(Q)T(Q
)F(Q)T(Qk)F(Q)T(Q

vswvsw
stst

+××+++
××++

=ϕ ,                            

(5) 
where k – is a reduction coefficient between the 
engineering and computation cost, which depends 
on the cost of the designer’s time and worksta-
tions. 
The biggest impact on the relation (5) is made by 
the )T(Q),F(Q),T(Q wst  components. So, the as-
sertions-based verification efficiency depends on 
the time of development or generation of the test-
bench: 

103
)T(Q
)T(Q

)F(Q)F(Q)T(Q
)F(Q)T(Q

w
t

vsw
st ÷≈≈
++

+
=ϕ .(6) 

Besides, if computation time for the verification 
takes relatively long time (tens of hours), reducing 
it in 3-5 times could make a serious impact on the 
overall time-to-market. Therefore the efficiency of 
the assertions-based analysis method should be 
also considered as a part of a model experiment, 
which according to (5) can be estimated as: 

)]F(Q)F(Q[)T(Q
)F(Q)T(Q

vsw
st
+×

×
=ϕ ,           (7) 

where )F(Q)T(Q st ×  – is a simulation time of a 
classic testbench for the defects or fault-free be-
havior checking on the completely specified 
model; )]F(Q)F(Q[)T(Q vsw +×  – analysis time 

for the operational test upon the design extended 
with the assertions model. 
Practice also shows an additional benefit of the 
assertions-based design verification mechanism, 
which, assuming (7), reduces the time-to-market 
[9]: «First 20% of the input stimulus usually detect 
up to 80% of the defects and check approximately 
80% of the system functionality. The remaining 
80% of the test sequences are supposed to check 
only 20% of the errors». 
For a better understanding of the relations between 
the key terms, such as verification, validation, as-
sertion, let’s introduce the following definitions 
[10, 11]. 
Definition 1. Verification – is an analysis process 
of a system or it’s components to ensure the cor-
rectness of the model transformations, while going 
through the current design stage. 
Definition 2. Validation – is a process of checking 
operability of the system or it’s components by 
testing it against the major requirements of the 
specification after each design stage. 
Definition 3. Certification – is a written guarantee, 
that the system or it’s components completely 
meet the requirements of the specification and are 
applicable for operational usage.  
Definition 4. Assertion – is a system-level state-
ment, defining the correctness of the transforma-
tions against the input description on the current 
design stage or specification requirements.  
Following this definition, let’s declare assertion as 
a predicate }1,0{Y)L,...,L,...,L,L(fL inij2i1ii === , 
which takes “true – 1” or “false – 0” values on the 
set of the input variables. According to (1), asser-
tions could be classified on the 3 types 

}L,L,L{L spf=  – for checking faults, functional 
paths and possible UUT states. Such classification 
allows testing the computation mechanism and 
control logic within the software model. Usually 
this leads to usage of the transition graphs and in-
volves checking the reachability of all paths and 
transitions [12-15]. 
Definition 5. Assertions mechanism – is a com-
plete system of the assertion statements 

)L,...,L,...,L,L(L ikiii=  and their analysis tools, 
which are intended to verify and validate the de-
sign process, and to diagnose the operational viola-
tions.  
The part of the structural design process model, 
when the validation and verification processes 
collaborate, is shown on the fig. 1. Its necessary 
here to notice, that the verification is applied to the 
component (stage) of the design process, while 
validation – to the entire system. However, these 
conceptions are very relative, as the system could 
be always considered as a component of a larger 

262 IEEE EWDTW, Odessa, September 15-19, 2005



system, and, backwards, component with neces-
sary refinement becomes a system (structure).  

L1

L2

L3

Specification
Design flow

s

s

s

Validation

L1

L2

L3

L3
1

L3
2

L3
3

Verification

 
Fig.1. Hierarchical collaboration of the design validation 

and verification processes 
Particularly, the verification and validation proc-
esses might have the same analysis points for 
building the assertions (fig. 2). Such regular struc-
ture is typical for the verification of a system, con-
sisting of the ready-to-use blocks or IP-cores, 
when the assertions are built on the base of the 
component’s input description and specification. 
In general case, the number of paths, being moni-
tored by the assertions, should be minimized, but 
without loss of the verification quality. At the 
same time, the length of the test tends to grow.  

L1
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L3

Ve
rif

ic
at

io
n

Va
lid

at
io
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L1

L2

L3

SpecificationDesign flow

s

s

s

             
Fig. 2. Two-dimensional collaboration of the design 

validation and verification processes 
Taking the given definitions and explanations into 
a count, the model of a design verification macro 
process consists of the following components: 1) 
Testbench, written on one of the system languages 
or HDLs; 2) completely specified model of the 
UUT within the simulation environment; 3) asser-
tions model represented by a specialized descrip-
tion language, placed into the assertions analysis 
mechanism. Rough verification process structure is 
shown on fig. 3. 
TestBench
{Tw, Tt}

Simulation tools
Project specification,Fs

Assertions analysis
tools Fv

Y={0,1}

System output

Breakpoints

 
Fig. 3. Assertions-based design verification process 

However, such verification process model is in-
complete, as it does not consider the issues of the 
UUT diagnosis and operability recovery. Its neces-
sary to say, that the diagnostic experiment (fig. 3) 

should be completed knowing the exact diagnosis 
(detected location and type of the defect) in case of 
the assertion violation (fig. 4). After determining 
the diagnosis, the operability recovery phase 
should be executed – manually or automatically by 
the testbench built-in mechanisms. Such verifica-
tion model (fig. 4) influences the object of diag-
nostics (testbench, formal project specification) 
with a feedback. Here the assertions analysis mod-
ule plays a part of a diagnosis tool working under 
control of experimental input signal vector 

}1,0{Z),Z,...,Z,..,Z,Z(Z d
j

d
k

d
j

d
2

d
1

d == .Ultimately, 

if the testability conditions are satisfied [16], the 
input vector can unambiguously identify the loca-
tion and type of defect on the base of the previ-
ously prepared faults dictionary table [17].  

TestBench
{Tw, Tt}

Simulation tools
Project specification,Fs

Assertions analysis
tools Fv

Zd

Z

Diagnosis
D

Object of diagnosis

X

Y Tools of diagnosis

 
Fig. 4. Assertions-based verification and diagnosis 

model 
Accordingly to the suggested structure (fig. 4), the 
refined assertions-based diagnosis model for UUT 
can be presented as: 

}D,Z,F,F,T{M d
vs= ,                  (8) 

where )F,F,T(hD);F,F,T(gZ);F,T(fZ vsvs
d

s ===  
represent operational outputs (project functional-
ity), verification outputs (forming the constraints 
for checking correctness within the main specified 
model) and diagnosis outputs (localization and 
classification of the defect). At the same time, the 
generalized diagnosis process model can be de-
fined as: 

)F,F,T(hD)1FTFT( vsvs =→=⊕∨⊕ ,   (9) 
when detection of the non-zero assertion signals 
activates the defects diagnosis and the design op-
erability recovery.  
3. Verification model implementation and prac-
tical results 
Software implementation of the design verification 
and diagnosis process, based on the assertions 
analysis, consists of the architectural components, 
which are interacting as shown on the fig. 5. 
Verification and diagnosis system contains the 
following components: 
1) Assertions input component – a translation 
module for one of the industry standard assertions 
notations; 
2) Internal language-level model for storing and 
handling the assertions constructions, being repre-
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sented with the temporal relations and diagnosis 
algorithms (verification directives); 
3) Internal assertions analysis model for checking 
the given formal temporal constraints within the 
simulation process; 
4) Module for synthesis of the optimized model for 
the assertions analysis from the given language-
level constructions; 
5) Data structures and components, organizing the 
interaction and compatibility between the asser-
tions and the external design model during compi-
lation and simulation time. 

Initial description of 
assertions model

Input of 
assertion model

Translation

Synthesis
Formal

description
of assertions

Assertions 
analysis

Unit under verification

Assertion mechanism

 
Fig. 5. Software implementation of the verification and 

diagnosis system 
The strategy for building assertions input module 
totally depends on the usage of particular notation. 
If industry standard description languages, like 
PSL (Property Specification Language) [18,19], 
OVA (OpenVera Assertions) [20], System Verilog 
[19,21], are used for the description of the formal 
model, it is required to have a complete translation 
component, including preprocessor, lexical ana-
lyzer, parse and semantic handlers, which are per-
forming syntax and semantic analysis of the input 
language constructions. Each of these languages 
has its own unique features for the binding to the 
main model of the UUT. 
Computation complexity of the verification task 
and its impact on the overall design time are 
shown on the fig. 6. Determining the extremum 
point DV on the line 3 – the accumulation result of 
the lines 1 and 2 – is in the scope of designer’s 
interest. For each particular case, depending on the 
testability, controllability and observability meas-
urements, this point will have its own unique 
value. Finding this value is not only a scientific, 
but also practical goal for the designers. Verifica-
tion line 1 determines the usability level of adding 
the assertions (software-based redundancy) into 
design, in other words, effect of the inserting addi-
tional monitoring points, which could noticeably 
decrease the overall time-to-market. Dependence 2 
defines a well-known function of the design cost 
relatively to the system complexity.  

DV
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Fig. 6. Time-to-Market and design (+ assertions) 

computation complexity  
4. Conclusions 
The scientific novelty of the results, obtained in 
this paper, is in the definition of mathematical 
model of assertions-based design verification and 
diagnosis process, which allows to easily localize 
and classify the operational violations (defects) 
within the simulation process. 
The practical benefit is in the noticeable (in several 
times) reduction of the complete design verifica-
tion time, achieved by the extending the simulation 
system with an assertions analysis mechanism. 
Main point of the suggested method is to move 
away from building the classic testbench for 
checking fault-free behavior and defects – to the 
creation of the operational input stimulus for 
checking major functionality. The overhead of 
such simplification is in the insertion of additional 
monitored and analyzed points, which make the 
reduced functional test closer to 100% coverage. 
In comparison with the traditional verification 
process [1], based on the complex testbenches and 
completely specified models, the suggested 
method has the following advantages: 
1) Usage of the assertions strongly reduces the 
amount of human-written testbench code, which in 
2-3 times decreases the capacity of the manual 
work for a skilled designer – the most expensive 
part of any project. Apart from that, the minimiza-
tion of the code size with assertions model de-
creases the probability of making bugs in the test-
benches. 
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2) Because the simulation and assertions analysis 
tools are interacting, the monitors are instantiated 
directly within the design model components, so 
the access to the values of interested internal sig-
nals is automatically provided. This allows to lo-
calize and classify the violations on-the-fly, and to 
simplify the detection of the bugs and regressions, 
while project goes through the stages of the top-
down design process. 
3) The assertion violation message directly speci-
fies the hierarchical path within the design, where 
the error was found, and also the exact moment of 
the time, when the error has occurred. There is no 
need in any extra effort for the localization of the 
caught problem. 
4) The moment of the assertion violation could be 
used by the verification environment as an addi-
tional breakpoint, or for launching user-defined 
error handling scripts. This feature improves the 
diagnosis depth and/or raises the verification pro-
cedures to higher level of abstraction. 
5) Assuming the assertions model appropriately 
and completely represents the functional specifica-
tion of the device, the statistics of the simulation 
process could be used to analyze the operational 
coverage of the testing stimulus. 
6) Special verification libraries, like OVL (Open 
Verification Library) [23] were developed, which 
generalize typically necessary parameterized for-
mal constraints (verification-IP), which could be 
re-used for verification of the wide-range of digital 
devices. 
7) Unlike the simple debugging tools, which are 
oriented on the basic monitoring of internal state of 
design components, simulation with assertions 
activates error identification and handling scenar-
ios only in case of their occurrence. 
8) The assertions mechanism allows building self-
testing models of designed components, which 
simplify detection of the operational violations, 
defects and regressions. 
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